Managing Third Party Infosec RiSk DEVELOPED BY WITH CONTRIBUTIONS FROM

Cyber attacks cost businesses more than $400 billion in 2015. Since two thirds of those attacks were perpetrated on and through third parties handling company P~ ®

or customer data, it's vital that information security be applied across the extended business enterprise. Managing the process of verifying, remediating where k.) ocCcCcG x;‘ o) pu S o Grant Thornton
necessary and monitoring the effectiveness of third party controls demands the use of sophisticated and mission-designed technology. In this lllustration, we

define the key steps of the process and identify what the future holds for third party information security management.
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security controls remain
effective between our
assessments.
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